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Stuart Frankel & Co. 

Business Continuity Plan (BCP)
Introduction and Disclaimer

Frankel Stuart Frankel & Co. (the “Firm”) has put together the following Business Continuity Plan (“BCP”) pursuant to NASD Rule 3510 and 3520 and NYSE rule 446(d).

Stuart Frankel & Co., Inc. (the “Firm”) asserts that, to the best of its knowledge, all of the information contained in this document is accurate, and that the Firm has created business continuity plans that meet or in its opinion exceeds, industry standards and regulatory requirements.  In the event of an actual significant business disruption, the Firm will make every reasonable effort to enact these plans as written.  However, the plans summarized below are highly dependent upon critical infrastructure and resources that the Firm maintains no control over, including, but not limited to:  electricity, telecommunications, water, external exchanges, market utilities, transportation infrastructures and clearing houses.  The Firm cannot guarantee that it will be able to fully implement the plans summarized herein if a significant business disruption results in substantial loss of life.

I. Emergency Contact Persons

Customers can access the Firm by calling 212-943-8787. The emergency contacts for the Firm are: Jeffrey Frankel and/or Andrew Frankel. These names will be updated in the event of a material change and reviewed within 17 business days of the end of each quarter to assure compliance with the rules enumerated above.  

II. Firm Policy

Our Firm’s policy is to respond to a Significant Business Disruption (hereafter referred to as “SBD”) by safeguarding employees’ lives and firm property, making a financial and operational assessment, quickly recovering and resuming operations, protecting all of the Firm’s books and records, and allowing our customers to transact business.  In the event that we determine we are unable to continue our business, we will assure customers prompt access to their funds and securities.  

A. Significant Business Disruptions (SBD’s)

Our plan anticipates two kinds of SBD’s, internal and external.  Internal SBD’s affect only our firm’s ability to communicate and do business, such as a fire in our building.  External SBD’s prevent the operation of the securities markets or a number of firms, such as a terrorist attack, a city flood, or a wide-scale regional disruption. Our response to an external SBD relies more heavily on other organizations and systems, especially on the capabilities of our clearing firms.
B. Approval and Execution Authority 

Mr. Jeffrey Frankel, a registered principal, is responsible for approving the plan and for conducting the required annual review. Mr. Frankel has the authority to execute this BCP.

C. Plan Location and Access

Our firm will maintain copies of its BCP plan and the annual reviews, and the changes that have been made to it for inspection.  We will provide copy of our plan to the NASD in the upcoming months.  An electronic copy of our plan is located on the Firms network accessible to all employees of the Firm locally and at the contingency site. 

III. Business Description

Stuart Frankel & Co., Inc. (the “Firm”) is a registered broker/dealer under the exchange act of 1934. The Firm is principally engaged in buying and selling securities for a diverse group of institutional and individual investors. The Firm is a member of the New York Stock Exchange (“NYSE”) and the National Association of Securities Dealers (“NASD”).

The Firm is an introducing broker dealer and clears all transactions on a fully disclosed basis with two clearing firms. The Firms are Neuberger Berman located at 605 Third Avenue, New York, NY (www.nb.com) and Spear, Leads and Kellog, located at 120 Broadway 212-433-7060 21st Floor New York, NY 10271 (www.slk.com).
Our BCP also relies on the clearing firms to release customer funds and securities. This information is provided in the attached BCP marked Neuberger and SLK.  

IV. Office Location

The Firm’s primary location is located at 220E 42nd Street, 29 Floor New York, NY 10017.  Its main telephone number is 212-943-8787.  Our employees may travel to that office by means of foot, car, subway, train, ferry boat or bus.  We engage in order taking and entry at this location. 

V. Alternative Physical Location(s) of Employees

In the event of an SBD, we will move our staff from the affected office to Stuart Frankel & Co, 920 Park Ave New York, NY 10028.  Its main telephone number is 212-585-2220.

In the event that the employees need to move the alternate location the site can be operational within a few hours.

In addition to the alternative location above, we have been actively seeking to establish other alternative locations. 

VI. Customers’ Access to Funds and Securities

The Firm is an introducing broker dealer and clears all transactions on a fully disclosed basis. As such, the Firm does not maintain custody of customers’ funds and securities. Our clearing firm, Neuberger Berman, maintains customer funds and is able to deliver funds and securities to our customers. In the event of an internal or external SBD, if telephone service is available, our registered persons will take customer orders or instructions and contact our clearing firm on their behalf. Should there be access to the web, our firm will have instruction posted on our website www.frankelnyse.com on how customers may access their funds and securities. The Firm will make this information available to customers through its disclosure policy at least annually or at their request.  

If SIPC determines that we are unable to meet our obligations to our customers or if our liabilities exceed our assets in violation of Securities Exchange Act Rule 15c3-1, SIPC may seek to appoint a trustee to disburse our assets to customers.  We will assist SIPC and the trustee by providing our books and records identifying customer accounts subject to SIPC regulation.

VII. Data Back-Up and Recovery (Hard Copy and Electronic)

Our firm maintains its primary hard copy books and records and its electronic records at its’ primary location referenced above. 

The Firm has extensive back-up policies, procedures and process in place designed to handle recovery activities with minimal firm interruption in services if a critical system failure should occur. 

Periodically we upgrade the server at the Disaster Recovery site (“DR”) with the backup information using the Internet or by a manual upgrade procedure (e.g., the IT rep visits the DR to check and upgrade systems).

In the event the Firm would lose electronic records due to the loss of our main office, we can continue operations from our back-ups at an alternate location.  

VIII. Financial and Operational Assessments

A. Operational Risk 

In the event of an SBD, the Firm will immediately analyze and identify what means will permit us to communicate with our customers, employees, critical business constituents, critical banks, critical counter-parties, and regulators.  Although the effects of an SBD will determine the means of alternative communication, the communications options we will employ will include the telephone, emails, the Internet etc.  In addition, we will retrieve our key activity records as described in the section above.

B. Financial and Credit Risk

In the event of an SBD, we will determine the value and liquidity of our investments and other assets to evaluate our ability to continue to fund our operations and remain in capital compliance.  We will contact our clearing firm, critical banks, and investors to apprise them of our financial status.  If we determine that we may be unable to meet our obligations to those counter-parties or otherwise continue to fund our operations, we will request additional financing from our bank or other credit sources to fulfill our obligations to our customers and clients.

IX. Mission Critical Systems

Mission Critical Systems are those that the Firm utilizes for trading, Market information, comparison, allocations, order entry, order taking, order management, and those systems utilized ensure the fast and accurate processing of securities transactions.

During a SBD, the Firm expects to have connectivity to all mission critical systems either locally, at the alternative site, through the clearing firms or through the Internet. The systems used by the Firm are not location specific and therefore should be accessible for operations and trading. 

Many of these systems are provided through our Clearing firm. Their contact information is attached below.

X. Alternate Communications Between the Firm and Customers, Employees, and Regulators

A. Customers 

We now communicate with our customers using the telephone, e-mail, our Web site, fax, U.S. mail, and in person visits at our firm or at the other’s location.  In the event of an SBD, we will assess which means of communication are still available to us, and use the means closest in speed and form (written or oral) to the means that we have used in the past to communicate with the other party.  For example, if we have communicated with a party by e-mail but the Internet is unavailable, we will chose the next best means of communication available. 

B. Employees

We now communicate with our employees using the telephone, mobile phones, e-mail, and in person.  In the event of an SBD, we will assess which means of communication are still available to us, and use the means closest in speed and form (written and oral) to the means that we have used in the past to communicate with the other party.  

C. Regulators

We communicate with our regulators using the telephone, e-mail, fax, U.S. mail, and in person.  In the event of an SBD, we will assess which means of communication are still available to us, and use the means closest in speed and form (written or oral) to the means that we have used in the past to communicate with the other party.  

XI. Critical Business Constituents, Banks, and Counter-Parties

A. Business Constituents

We have contacted our critical business constituents (business with which we have an ongoing commercial relationship in support of our operating activities, such as vendors providing us critical services), and determined the extent to which we can continue our business relationship with them in light of the internal and external SBD.  We will consider establishing alternative arrangements if a business constituent can no longer provide the needed goods or services when we need them because of a SBD to them or our firm. 

B. Banks

We have contacted our banks and lenders to determine if they can continue to provide the financing that we may need in light of the internal or external SBD.  The bank maintaining our operating account is: Mr. Sean Cooper from JP Morgan Chase, 1166 Avenue of the Americas New York, NY 10036, phone number 212-789-6308.  The bank maintaining our Proprietary Account of Introducing Brokers/Dealers (PAIB account) is SLK and BN.

C. Counter-Parties

We have contacted our critical counter-parties, such as other broker-dealers or institutional customers, to determine if we will be able to carry out our transactions with them in light of the internal and external SBD.  Where the transactions cannot be completed, we will work with our clearing firm or contact those counter-parties directly to make alternative arrangements to complete those transactions as soon as possible.  

XII. Regulatory Reporting

Our firm is subject to regulation by: the National Association of Broker Dealers (NASD), the New York Stock Exchange (NYSE) & the Securities & Exchange Commission. We now file reports with our regulators using paper copies in the U.S. mail, and electronically using fax, e-mail, and the Internet.  In the event of an SBD, we will check with the SEC, NASD, NYSE and other regulators to determine which means of filing are still available to us, and use the means closest in speed and form (written or oral) to our previous filing method.  In the event that we cannot contact our regulators, we will continue to file required reports using the communication means available to us.  

XIII. Disclosure of Business Continuity Plan

We disclose our BCP to customers at account opening mail it to customers upon request.  

Updates and Annual Review

Our firm will review an update, if necessary, this plan whenever we have a material change to our operations, structure business or location or to those of our clearing firm.  In addition, our firm will review this BCP at least annually, to modify it for any changes in our operations, structure, business, or location. 

XIV. Senior Manager Approval 

I have approved this Business Continuity Plan as reasonably designed to enable our firm to meet its obligations to customers in the event of an SBD.  

Signed:
_______________________________

Title:
_______________________________

Date:
_______________________________

                                         Neuberger

DISCLAIMER

Neuberger Berman, LLC (“Neuberger”) asserts that, to the best of its knowledge, all of the information contained in this document is accurate, and that Neuberger has created business continuity plans that meet or in its opinion exceed, industry standards and regulatory requirements.  In the event of an actual significant business disruption, Neuberger will make every reasonable effort to enact these plans as written.  However, the plans summarized below are highly dependent upon critical infrastructure and resources that Neuberger maintains no control over, including, but not limited to:  electricity, telecommunications, water, external exchanges, market utilities, and clearing houses.   Neuberger cannot guarantee that it will be able to fully implement the plans summarized herein if a significant business disruption results in substantial loss of life.

INTRODUCTION / FIRM POLICY

Neuberger is an indirect, wholly owned subsidiary of Lehman Brothers Holdings Inc., and an affiliate of Lehman Brothers Inc., a registered broker-dealer, collectively “Lehman Brothers”.  Lehman Brothers, through its various subsidiaries is a major international securities firm.  The Firm is headquartered in New York, London, and Tokyo and operates through a network of offices around the world.  Neuberger, in coordination with Lehman Brothers, uses a dedicated business continuity team to employ a standardized framework throughout all our locations. Our business continuity team works closely with business units, Information Technology, Corporate Security, Real Estate, and Human Resources to build and test business continuity plans.

In the event of a significant business disruption rendering a Neuberger or Neuberger dependent Lehman Brothers location inaccessible, our strategy for continuing business is to first ensure the safety and security of all employees and then to continue critical business operations at predefined alternate sites. 

Business Continuity plans are maintained on a third-party, Internet-based application, with printed copies distributed to critical staff.

Neuberger has established a set of operating principles that govern how we manage our customers, employees, facilities, systems, and procedures on a day-to-day basis to prepare the Firm in the event of a disaster. These principles are derived from an industry-wide set of best practices adapted to our Firm's unique procedures, technologies, and markets.  These principles also serve has a measurement tool to assess our on-going preparedness.

BUSINESS DESCRIPTION

Neuberger is a registered broker-dealer and investment adviser.   Neuberger provides clients with a broad range of investment products, services and strategies.  The Company engages in private asset management, wealth management services, tax planning and personal and institutional trust services, mutual funds and institutional management, and professional securities services for individuals, institutions, corporations, pension funds, foundation endowments, prime brokerage clients and correspondent clearing clients.

OFFICE LOCATIONS

Neuberger’s corporate headquarters and primary business location is at 605 Third Avenue, New York, NY.  Neuberger also maintains offices in the following locations:

· Atlanta, GA

· Boston, MA

· Chicago, IL

· Columbia, MD

· Dallas, TX 

· Hoboken, NJ

· Houston, TX

· Los Angeles, CA

· Miami, FL

· Newport Beach, CA 

· New York, NY (Executive Monetary Management)

· Philadelphia, PA

· San Francisco, CA

· Tampa, FL

· Washington, DC

· West Palm Beach, FL

· Wilmington, DE

INCIDENT RESPONSE

The Incident Response process is maintained jointly by the Corporate Security and Business Continuity departments.  Neuberger has five incident response teams, each with a specific set of roles and responsibilities during an incident (including but not limited to incident assessment and disaster declaration, recovery coordination, business strategy, technology recovery, logistics, and communications).  These teams are activated from first response and function until business resumption.

Neuberger’s security is provided by Lehman Brothers.  Lehman Brothers maintains a 24 hour-a-day security console that monitors security and building events in all its major properties.  This capability is backed up by the Lehman Brothers European headquarters in London.

ALTERNATE EMPLOYEE COMMUNICATIONS

Communications with employees during a disaster will be accomplished via several methods:

1. Neuberger has established a toll-free employee hotline where employees can hear recorded messages with information on office closures, relocation, and other pertinent pieces of data.  This number has been printed on the back of all employee badges.

2. Neuberger employs an automated notification tool to send recorded messages to all employees at home, work, and mobile phones.  The tool is a third-party product and is hosted out-of-region, with an additional out-of-region backup facility.  This product replaces traditional call-trees and is capable of making 96 simultaneous outbound calls.  Employee contact information is maintained via a unique application in the corporate Intranet that polls all employees every 75 days to review and update their personal contact information and emergency contact information.

3. The corporate Intranet can be used to post messages to all employees on incident status, instructions for recovery, and the like.  The corporate Intranet is a highly-available web service that is housed in multiple data centers.

ALTERNATE LOCATIONS

Neuberger maintains a contract with a third-party vendor to supply physical recovery space for all critical Neuberger business functions that are performed at 605 3rd Avenue in the event of a disaster.  This contract calls for seats with desktop computers, phones, network connectivity, market data services, and automatic call distribution (ACD).  Critical phone numbers will be re-routed to the recovery site.

In the event of a significant business disruption that affects a branch other than 605 3rd Avenue, Neuberger staff at 605 3rd Avenue will continue business and handle client orders and requests on behalf of that branch.

Recovery is structured around a tiered system that recovers the most critical business functions first. The tiers are:  the first 24 hours, 24 – 48 hours, 3 days – 5 days, and the second week of a disaster.

ALTERNATE CLIENT COMMUNICATIONS, CLIENT ACCESS TO FUNDS, SECURITIES, AND HANDLING OF ORDERS

Communications with clients during a disaster will be accomplished via several methods as well:

1. A toll-free client hotline has been established and will be distributed to existing clients and new clients as part of the account creation process.

2. Staff who service clients have been instructed to maintain contact information for all of their clients and contact them directly in the event of a disaster.

3. The main Neuberger phone number (212-476-9000) will be redirected to the Neuberger recovery site.

4. Information for clients will be posted on the Neuberger web site (www.nb.com). 

5. Clients who require access to funds or securities in their accounts or customer accounts may call 888-624-3343.

Clients who desire access to their accounts and cannot reach their account representative directly should use one of the methods above.

Access to funds in a significant business disruption would be provided at an alternate facility owned by Neuberger’s parent company, Lehman Brothers Holding, Inc.

In the event of a significant business disruption, Neuberger expects to be able to provide instructions for the delivery of cash and/or securities via the Depository Trust Clearing Company (“DTCC”).  Delivery of the securities would depend on DTCC’s recovery plan.

For order entry, Neuberger will accept client orders via phone at 866-888-7427.  Clients may utilize electronic orders systems as provided by NB if available.  Neuberger will make a best effort to execute the orders; however, depending upon the nature of the disruption, no guarantee can be made that the order will be executed. 

FINANCIAL AND OPERATIONAL ASSESSMENTS

Neuberger believes it can maintain access to its books, records, and securities positions in the event of a significant business disruption by maintaining this data in multiple data centers (See section on Data Center Strategy & Mission Critical Application Recovery).  This will allow Neuberger to maintain the necessary level of funding to meet the obligations of its clients.

In the event of a significant business disruption, Neuberger will, if necessary, contact its funding sources and apprise them of our financial status.  If necessary, additional emergency funding can be provided in order to meet the obligations to our customers and clients.

DATA CENTER STRATEGY & MISSION CRITICAL APPLICATION RECOVERY

Our firm’s “mission critical systems” are those that ensure prompt and accurate processing of securities transactions, including order taking, entry, execution, comparison, allocation, clearance and settlement of securities transactions, the maintenance of customer accounts, access to customer accounts, and the delivery of funds and securities.  Neuberger stores both physical and electronic copies of its data with a third party located outside the New York Metropolitan area.  This will allow Neuberger to rebuild the necessary systems and access client data in the event of a large-scale disaster in New York City.  

Neuberger maintains two data centers that are continuously operational.  All mission critical systems are redundant, ensuring access to critical data.

Mission critical applications have their data replicated between data centers in real-time.  This design makes Neuberger data highly available and resilient.

One data center is located in midtown Manhattan; the other is located in Lower Manhattan, and is outfitted with and uninterruptible power supply (“UPS”), diesel generator, and multiple points of entry for power and telecommunications.  Telecommunications connectivity is provided by multiple vendors, and network connections follow diverse paths.

The books and records of the Firm are stored on a system that is duplicated across data centers.

Full and incremental backups of all critical systems are performed on a weekly and nightly basis respectively. The tapes from this backup procedure are shipped to a third-party vendor outside New York City for storage. 

REGULATORY REPORTING AND COMMUNICATIONS

Neuberger’s books and records are maintained on a highly available system in dual data centers.  We believe we will be able to continue to issue our standard regulatory reports in the event of a significant business disruption.  Note that Neuberger will not be able to issue any reports on behalf of clients that they do not issue during the ordinary course of business.  As it relates to Neuberger’s Prime Brokerage and Correspondent Clearing Services (“PICS”) business, Neuberger cannot undertake to provide to PICS clients any additional or supplemental reports which would otherwise be produced by PICS clients on their own. 

Neuberger will communicate with regulators using all available methods (including any emergency contact numbers or emergency conference bridges).

Neuberger has satisfied NASD Rule 3520 and NYSE Rule 446(g) by supplying said entities with emergency contact information that can be used in the event of a significant business disruption.

CRITICAL BUSINESS CONSTITUENTS, BANKS, AND COUNTER-PARTIES

Through its business continuity plan, Neuberger expects that it will maintain connectivity with all of its critical counterparties.  However, in the event of a regional or wide-scale outage, Neuberger’s ability to transact business with any critical bank or counterparty is dependant upon that organization’s ability to perform its own recovery in a timely and effective way.

SCENARIOS

The impact of a possible future business interruption is impossible to predict.  However, Neuberger’s third party solution provides for recovery out-of-region, although at a reduced capacity.  Note that an out of region recovery depends not only on the availability of alternate workspace, but also, among other things, on the survival of telecommunications carrier infrastructure, mass transit capabilities, and firm personnel.

In the event of a significant regional disruption, clients should refer to the Neuberger web site (www.nb.com) or call the main Neuberger phone number (212.476.9000) for information.

TESTING PROCEDURES AND FREQUENCY

Disaster Recovery Tests are conducted at least annually.  Tests include representatives from technology, critical business units, internal audit, and the business continuity team.  When possible, network connectivity is interrupted to simulate a disaster scenario.
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